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Abstract
In opportunistic mobile social networks, nodes are clustered according to their interests or hobbies and take part in dif-
ferent activities regularly. We delve into the temporal and spatial mobility characteristics of network nodes and put for-
ward an activity-based message opportunistic forwarding algorithm. The main idea of the algorithm is that we choose
different message forwarding methods according to the situation of nodes participating in activities. If the source node
and the destination node are both attend in the same activities, we select the best relay node which has the biggest deliv-
ery probability. While the source node and the destination node are not in the same activities at the same time, we need
to find the optimal path which owns highest indirect delivery probability, and messages will be transmitted through the
optimal path. The simulation results show that the proposed routing algorithm can not only improve the successful deliv-
ery ratio of messages but also reduce the network delay and the network overhead obviously, in comparison with the
classical opportunistic routing algorithms, such as community-aware message opportunistic transmission algorithm,
community-based message transmission scheme algorithm, PRoPHET, Epidemic algorithm, and interest characteristic
probability prediction algorithm.
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Introduction

The opportunistic mobile social networks (OMSNs) is a
form of mobile self-organizing networks that exploit
the human social characteristics, such as similarities,
daily routines, mobility patterns, and interests to per-
form the message routing and data sharing.1 In such
networks, the users with mobile devices are able to form
on-the-fly social networks to communicate with each
other via Bluetooth or WiFi while within each other’s
transmission range and share data objects.2

The OMSNs occur not only in real communities but
also in virtual communities. There are many OMSNs
in real world, such as the opportunistic computing,3 the
vehicular ad hoc network,4,5 the pocket switched

network,6 and the mobile wireless sensor networks.7

The OMSNs in virtual communities include Facebook,
Twitter, WeChat, QQ, and Instagram.
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In the era of fifth-generation (5G) communication,
the existence of massive communication data puts for-
ward higher requirements for the rapid and accurate
transmission of messages. In recent years, the OMSNs
emerged as a new mechanism of communications in
wireless networks. Unlike mobile ad hoc networks that
require end-to-end communication paths for message
exchange, the communication in OMSNs takes place
on the establishment of opportunistic contacts among
mobile nodes, without the availability of end-to-end
message routing paths. As the mobile devices can make
contact only when humans come into contact, such net-
works are tightly coupled with human social networks.
Therefore, the OMSNs exploit the human behaviors
and social relationships to build more efficient and
trustworthy message dissemination schemes.8

Therefore, it is not possible to run the traditional rout-
ing protocols in the OMSNs.

The OMSNs only depends on the encounter oppor-
tunity among nodes to forward messages.
Consequently, the ‘‘Storage-Carry-Forward’’ strategy is
usually used to deliver messages in the OMSNs. As the
nodes generally tend to a group according to social
relations, and the nodes are much active in the same
group, while they hardly move to other group, we call
it with the ‘‘spatial characteristics’’ of the OMSNs.
Based on the same interest in the OMSNs, some nodes
usually visit the specific group regularly. We call it with
the ‘‘temporal characteristics’’ of the OMSNs. There
are just a few nodes which can visit other groups
according to their preference, they are likely to set up
ties between different groups. In this case, how to for-
ward messages efficiently from the source node to desti-
nation node is challenging. So we try to propose a new
strategy to forward messages in the OMSNs, using
fully the temporal and spatial characteristics of nodes
mobility. In some special occasions, such as lack of
communication infrastructure, bad network environ-
ment, and emergency response, the emergence of new
message forwarding strategy can better deal with the
problems that existing wireless network technology is
difficult to solve, such as network splitting and delay.

Literature survey

The OMSNs is a special kind of opportunistic net-
works. According to the forwarding strategy and node
characteristics, opportunistic network routing algo-
rithms can be divided into the following three
categories.

Routing algorithm based on opportunistic forwarding

The routing algorithm based on opportunistic forward-
ing is a common routing algorithm in opportunistic net-
works. When two nodes meet, the node X carrying the

data packet forwards the data packet to another node
Y, and the node Y may only be an intermediate node.
Moreover, node X does not make a decision on whether
it is the best path to forward the data packet through
the Y forwarding node. Typical algorithms include
Epidemic,9 Spray and Wait,10 and Spray and Focus.11

Based on the Epidemic algorithm, Chancay-Garcı́a
et al.12 considered that the amount of transmitted infor-
mation is limited by the transmission speed and contact
time and proposed an epidemic extension protocol
called Xpread. Similarly, on the basis of the Epidemic
algorithm, Chunyue et al.13 proposed an asynchronous
sleep mechanism that allows nodes to determine
whether to enter the sleep state based on their own
energy status, real-time status, and other information.
It dynamically controls the sleep time and wake-up time
to ensure that nodes will not miss possible communica-
tion opportunities. In order to improve the delivery rate
of the spray and wait algorithm, Derakhshanfard14 pro-
posed an Erlang-based buffer management and routing
algorithm, which considered the probability of message
delivery and buffer when selecting relay nodes and allo-
cating tokens sent to nodes status and message delivery
time. Also, taking into account the difference in node
forwarding capabilities, Wu et al.15 proposed a spray
strategy based on social circles. Under the premise of
not fixing the initial number of copies, they selectively
spray messages multiple times during the waiting phase
to determine the appropriate number of redundant mes-
sage copies. These methods all establish routing paths
through encounters between nodes. They adopt a ‘‘stor-
age-carry-forward’’ strategy to forward messages in
OMSNs. In order to increase the successful delivery
ratio of messages and reduce network delays, research-
ers often increase the number of copies of messages,
meanwhile it brings huge communication burden in
OMSNs.

Prediction-based routing algorithm

The prediction-based routing algorithm attempts to
predict the best forwarding node through historical
information, thereby increasing the successful delivery
ratio of data packet transmission, thereby improving
forwarding efficiency and reducing resource consump-
tion. Typical routing algorithms based on predictive
information include PRoPHET16,17 and MaxProp.18

Some scholars have improved on these typical methods.
Wu et al.19 established an interest characteristic prob-
ability prediction (ICPP) method based on the user’s
selection or promotion of feature interest with neigh-
bors, selecting the node’s interest neighbors and receiv-
ing or sending information. In order to improve the
quality of message delivery in sparse opportunistic net-
works, based on the fusion of the historical encounter
probability and the time series, Xu et al.20 proposed a
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routing algorithm based on node intimacy. The node
intimacy describes the effective encounters of nodes,
can predict the encounter probability of nodes in future
time slices. Srinidhi et al.21 proposed an optimized
multi-copy routing algorithm based on an improved
PRoPHET-random forest. The algorithm uses past and
current context information to classify intermediate for-
warding nodes as reliable forwarders and unreliable for-
warders, so as to achieve efficient multi-copy routing in
communication. In order to reduce the cost of the regu-
lar update mechanism of node location information,
Wang et al.22 proposed a location-aware opportunity
routing algorithm. First, a location-aware prediction
model based on Markov process was established to pre-
dict the next location of the node. Then a message for-
warding decision-making scheme is designed, and the
required relay node is selected according to the sending
probability of the node.

Routing algorithm considering community
characteristics or node periodicity

On the basis of previous studies, researchers have inte-
grated the community characteristics of nodes and the
periodicity of node movement into the new routing
algorithms in OMSNs. Niu et al.23 proposed a
community-based message transmission scheme
(CMTS). In dealing with intra-community communica-
tion, CMTS determines the number of message copies
in the network and chooses more active nodes as the
relay nodes. For inter-community communication,
messages are transmitted to target communities mainly
relying on the nodes which have larger social degrees.
Liu et al.24 proposed an interest community routing
(ICR) scheme. The network is divided into different
communities based on the interest and the encounter
number among nodes. Similar to the CMTS, the differ-
ent message routing methods are applied for intra-
community and inter-community. Our research team
also proposed a community-aware message opportunis-
tic transmission (CMOT) algorithm.25 The traditional
methods often rely on one or two nodes to transmit
information when taking advantage of opportunities to
mobile social networks. The consequence of this is that
data transmission requires a long wait. Based on this,
Wu et al.26 reorganized the community, and then fil-
tered duplicate nodes in the proposed method. By eval-
uating the contribution of nodes and reorganizing the
community, the delivery ratio and cost in the opportu-
nity mobile social network are improved. In order to
ensure the safe and effective transmission of medical
data, Chen et al.27 proposed an adaptive routing opti-
mization algorithm. The routing scheme defines the
average message forwarding delay as a new indicator
for selectively forwarding messages, and then designs a

local community detection algorithm based on this
indicator to adapt to the characteristics of the opportu-
nistic network, and finally relies on a certain super
node to transfer messages between different nodes.
Aiming at intermittently connected flying ad hoc net-
works, Li et al.28 proposed a mobile-assisted adaptive
routing algorithm, which combines routing strategies
with location services, and uses different adaptive stra-
tegies to update the information of neighboring nodes
and other nodes in the network.

The above community-based message forwarding
algorithm considers the spatial characteristics of the
network and improves the success rate but does not
consider the time characteristics of the network.
Considering the node movement is periodic, Wu et al.29

proposed a periodic intermittently connected–based
data (PICD) delivery algorithm. First step, for a certain
node, based on its periodic intermittently connected
paths to the sink and its data delay tolerance, PICD
establishes the delay probability model by means of
random dynamic programming. Second step, PICD
will calculate the node’s periodic delay probability dis-
tribution matrix by the function space iteration. Third
step, according to the node’s distribution matrix, the
current data delivery probability can be calculated by
specifying period and tolerable delay, and this will
become the key-player of the next-hop choosing.
Although the PICD can reduce network delay, it does
not consider the spatial characteristics of OMSN.
Meanwhile, the PICD is too complex. But the PICD is
too complex to reduce the computation overhead.

The traditional opportunistic network routing algo-
rithms are simply designed based on their physical
properties of nodes. However, in the opportunistic net-
work application scenario with human activity partici-
pation, the movement mode of the node is reflected the
social behavior of the device holder or the social rela-
tionship in reality, so it has certain social attributes.
Compared with physical attributes, the behavior of
nodes has obvious paroxysmal, memory, and heteroge-
neity. Among the aforementioned existing studies,
some studies did not consider the social characteristics
of OMSNs, other studies used the spatial characteris-
tics of the network when forwarding messages, and for-
warded messages through intermittent connections
through nodes periodically, but this kind of method is
computationally expensive. Only by explaining the
social connections between nodes from multiple dimen-
sions, such as time dimension and space dimension, we
can fully understand the characteristics of the OMSNs.

In this article, we set up a spatiotemporal con-
strained network model and propose an activity-based
message opportunistic forwarding (AMOF) algorithm,
using fully the temporal and spatial characteristics of
mobile nodes in the OMSNs. The nodes fall into two
categories in OMSNs: the free nodes and the
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constrained nodes. For the constrained nodes, if they
attend the same activity, we try to find out the node
with the biggest delivery probability as relay node to
forward messages. If they are not present the same
activity, we try to find the optimal path using multi-
hops to forward messages. Meanwhile, we consider the
encounter cycles of nodes when the delivery probability
is calculated. Our major contributions are summarized
as following:

� We define a spatiotemporal constrained network
model that can be suited to describe the spatio-
temporal characteristics of OMSNs. The net-
work model includes a series of activities, the
cycles of nodes taking part in activities, and the
encounter probability of nodes in different
activity.

� We use different message forwarding strategies
for different cases. If nodes attend the same
activity, we pick out the best relay node which
has the biggest delivery probability to forward
messages. If nodes are not present the same
activity, we try to find out the optimal path with
multi-hops to forward messages.

� When we calculate the delivery probability, we
not only consider the spatial characteristics in
space dimension, but also consider the temporal
characteristics in time dimension of nodes in
OMSNs.

Modeling and assumptions for OMSNs

Activity-based mobility model

In this section, we define a spatiotemporal constrained
network model, which we call it the activity-based
mobility model. The description of proposed model is
shown as follows:

Definition 1
Network model. Assume that a network has n nodes

which attend m activities, each activity takes place in
itself cycle, respectively, and the nodes encounter with a
certain probability in an activity. The network model is
expressed with G = (A,T,P) where A = {a1, a2,..., am}
is the set of activities, T = {Ta1

, Ta2
,..., Tam

} is the set of
activity cycles that a node attends, and P ={Pa1

, Pa2
,...,

Pam
} is the set of node encounter probability in each

activity. The Tax
indicates a cycle table of n3 n, and Pax

indicates an encounter probability table of n3 n.

Definition 2
Activities. An activity is periodical behavior of nodes

that occur in a specific time and place. Any node in the
network can participate in several different activities or

not participate in any activities, but the node will not
participate in 2 or more activities at the same time.

In the proposed network model, nodes fall into two
categories: (1) the constrained nodes that need to attend
a certain activity periodically and (2) the free nodes that
can move freely, they are not part of any activity.

Assumptions of the activity-based mobility model

Each node attends respective activities for the different
purpose. Nodes will encounter each other with a higher
probability in the same activities than that of the nodes
in different activities or out of any activity. Based on
the spatiotemporal characteristics of the network and
the mobility characteristics of nodes, we assume the
activity-based mobility model as follows:

1. All nodes in the network are homogeneous and
each node has the limited storage space.

2. The occurrence of activities in the network has
a strict periodicity, and nodes may not partici-
pate in activities on time, or even ‘‘absent’’ an
activity.

3. The node i may attend several activities to form
the activity set Ai.

4. When nodes attend an activity, the nodes mobi-
lity within an activity follows random way point
mobility model (RWP). If the node does not
attend any activity, the node mobility within
simulation area follows random walk mobility
model (RW).

For the convenience of narration, Table 1 sum-
marizes the main variable symbols in this article.

The proposed algorithm

If the source node and destination node include the
same activities, that is, Ai \ Ad 6¼ ;, we will find out the
best relay node by the biggest encounter probability in
the same activity. It can avoid the messages spreading
to other activities, reduces the network resource
consumption.

If the source node and destination node does not
exist the same activities, that is, Ai \ Ad = ;, we try to
find the optimal path from the source node activity to
the destination node activity. Therefore, AMOF rout-
ing algorithm includes two parts: (1) the message for-
warding strategy with the same activities and (2) the
message forwarding strategy without the same
activities.

Message forwarding strategy with same activities

If the source node and destination node have the same
activities, we can calculate the delivery probability by

4 International Journal of Distributed Sensor Networks



the encounter probability, the encounter cycle, and the
remainder of time to live (TTL). According to the deliv-
ery probability, we estimate whether the message is for-
warded. So we build the encounter probability table for
each node to store the encounter probability when it
encounters certain node. Then, we build the encounter
cycle table for each node to store the encounter cycle
when it encounters certain node.

How to get the encounter probability. When the node i
encounters the node j in the activities of ax, the encoun-
ter probability can be updated according to the formula
(1). When node i and j often encounter, the formula
ensures that the nodes have high delivery probability,

where Pold
ax

i, jð Þ is the encounter probability of node i

and j before update, Pinit is the initialization constant,
and the initial value is 0.75.

Pax
i, jð Þ=Pold

ax
i, jð Þ+ 1� Pold

ax
i, jð Þ

� �
3 Pinit ð1Þ

If the node i does not encounters the node j in the
activities of ax during a time interval, they are less likely
to become good message forwarders to each other. So
the encounter probability of the node i and j must gra-
dually age. The aging equation is shown in formula (2),
where g 2 0, 1½ � is the aging constant, and the k is the
number of the time interval. The initial value of g is
0.99 in our simulation experiments.

Pax
i, jð Þ=Pold

ax
i, jð Þ3 gk ð2Þ

How to get the encounter cycle. The node i and j took part
in the activity ax for several times in the history. The
schematic diagram of encounter cycle for the node i and
j is shown in Figure 1.

The encounter cycle is calculated with formula (3), it
is a weighted average of the historical multiple encoun-
ter cycles, where T

ax

f i, jð Þ is the encounter cycle that the
node i and j attend the activity at the fth times, w

ax

f is
the weight coefficient that the node i and j attend the
activity at the fth times, and g is the total number of
recent encounters.

Tax
i, jð Þ=

Xg

f = 1

w
ax

f T
ax

f i, jð Þ, f ł g ð3Þ

We expect that messages are forwarded to the node
which encountered with the highest frequency recently.
So we set different weights for each encounter cycle
according to the order of occurrence, the weight calcu-
lation formula is shown as formula (4). The nearest
encounter cycle has the highest weight, while the farth-
est encounter cycle has lowest weight.

Table 1. The detailed description of variable symbols.

Symbol Meaning of the symbol

Pax
(i, j) The encounter probability of the node i and node j in the activity ax

Tax
(i, j) The encounter cycle of the node i and node j in the activity ax

TTLr The remaining lifetime of the message to be forwarded
aP

x The activity with the highest probability of meeting the target node
aT

x The activity with the shortest cycle of meeting the target node
aE

x The activity with the highest probability and shortest cycle of meeting the target node
Na

E The frequency of aE
x in TTLr

Na
P The frequency of aP

x in TTLr
Na

T The frequency of aT
x in TTLr

Na
PT The frequency of the aT

x when the aP
x does not occur

Prm(i, j) The delivery probability of message
Pa

m(i, j) The approximate expression of message delivery probability
Pl(i, j) The encounter probability of node i & j in the path
Tl(i, j) The encounter cycle of node i & j in the path
lP The path that there is biggest encounter probability to the target node
lT The path that there is smallest encounter cycle to the target node
lE The path that there is biggest encounter probability and smallest encounter cycle to the target node
Nl

E The frequency of the lE in the TTLr
Nl

P The frequency of the lP in the TTLr
Nl

T The frequency of the lT in the TTLr
Nl

PT The frequency of the lP when the lT does not occur
Pl

m(i, j) The indirect delivery probability of message

Figure 1. The schematic diagram of the encounter cycle.
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How to get the delivery probability. Considering the spatio-
temporal characteristics of OMSNs and the messages

TTL restrictions, the delivery probability can be calcu-
lated by formula (5), which measures the node ability
for forwarding messages. In the formula, S is an activ-
ity set that the node i and j both attend. aS

x indicates an
activity in S. S# is an activity subset of S before the
activity aS

x appears. aS0
x indicates an activity in S#.

PaS
x

i, jð Þ indicates the encounter probability in activity
aS

x , while PaS0
x

i, jð Þ indicates the encounter probability in
activity aS0

x .

Prm i, jð Þ=
X
aS

x2S

PaS
x

i, jð Þ3
Y

aS0
x 2S0

1� PaS0
x

i, jð Þ
� �2

4
3
5 ð5Þ

We can accurately calculate the delivery probability
of message by formula (5), but it takes a huge amount
of computing overhead. So we try to find out the key
activities, which have a greater impact on message for-
warding, using the encounter probability table and
encounter cycle table based on the activities. The key
activities have two kinds: one is the activity that has
shortest encounter cycle to the destination node, called
aT

x , the other is the activity that has biggest encounter
probability to the destination node, called aP

x . We can
get the approximate value of Prm(i, j), called Pa

m(i, j).

If aT
x and aP

x are not the same activity, we assume

that the M represents the number of aT
x and the N rep-

resents the number of aP
x . M can be calculated approxi-

mately by expression Na
PT = ½TaP

x
i, jð Þ
.

TaT
x

i, jð Þ�, which
represents the number of aT

x when aP
x does not occur. N

can be calculated approximately by expression

Na
P = ½TTLr

.
TaP

x
i, jð Þ�, which represents the number of

aP
x in TTLr. Where TTLr indicates the remaining TTL

time of message.
The approximate delivery probability Pa

m(i, j) can be

calculated, Pa
m(i,j)=1� 1�PaT

x
i,jð Þ

� �M

1�PaP
x

i,jð Þ
� �� �N

.

We also assume that Na
T represents the number of aT

x

in TTLr. It can be calculated by Na
T = ½TTLr

.
TaT

x
i, jð Þ�.

If Na
P = 0 and Na

T 6¼ 0, then Pa
m(i, j)=

1� 1� PaT
x

i, jð Þ
� �Na

T

. If Na
P = 0 and Na

T = 0, then

Pa
m(i, j)=PaP

x
i, jð Þ. So the delivery probability at any

time is shown in formula (6).

Pa
m(i, j)=

1� 1� PaT
x

i, jð Þ
� �Na

PT

1� PaP
x

i, jð Þ
� �� �Na

P

, Na
P 6¼ 0

1� 1� PaT
x

i, jð Þ
� �Na

T

, Na
T 6¼ 0, Na

P = 0

PaP
x

i, jð Þ, Na
T = 0

8>>>>><
>>>>>:

ð6Þ

Due to the reasonable assumption of the model, the
maximum difference between Pa

m(i, j) and Prm(i, j) is
M+1 activities error. We can calculate the conver-
gence of power series by formula (7)

lim
Na

P
!‘

1� 1� PaT
x

i, jð Þ
� �Na

PT

1� PaP
x

i, jð Þ
� �� �Na

P
+ 1

1� 1� PaT
x

i, jð Þ
� �Na

PT

1� PaP
x

i, jð Þ
� �� �Na

P

= 1

ð7Þ

When messages be produced, TTLr ’

TTL(TTL � TaP
x

i, jð Þ . TaT
x

i, jð Þ), Na
P is large numbers,

and 1� 1� PaT
x

i, jð Þ
� �Na

PT

1� PaP
x

i, jð Þ
� �� �Na

P

ł Prm(i,

j) ł 1� 1� PaT
x

i, jð Þ
� �Na

PT

1� PaP
x

i, jð Þ
� �� �Na

P
+ 1

, so

Pa
m(i, j) ’ Prm(i, j). But the error of Pa

m(i, j) becomes

larger when TTL is going to run out.
If aT

x and aP
x are the same activity, that is, the activity

has not only shortest encounter cycle, but also has big-
gest encounter probability to the destination node, we
indicate it as aE

x : So the delivery probability can be cal-
culated by formula (8)

Pa
m(i, j)=PaE

x
i, jð Þ+ 1� PaE

x
i, jð Þ

� �
PaE

x
i, jð Þ

+ 1� PaE
x

i, jð Þ
� �2

PaE
x

i, jð Þ+ � � �

+ 1� PaE
x

i, jð Þ
� �N�1

PaE
x

i, jð Þ

= 1� 1� PaE
x

i, jð Þ
� �N

ð8Þ

In the formula, N can be calculated approximately
by expression Na

E = ½TTLr=TaE
x
(i, j)�, and Na

E represents

the number of aE
x in TTLr. If Na

E = 0, then

Pa
m(i, j)=PaE

x
i, jð Þ. Therefore, the delivery probability at

any time is shown in formula (9)
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Pa
m(i, j)=

1� 1� PaE
x

i, jð Þ
� �Na

E

, N a
E 6¼ 0

PaE
x

i, jð Þ, N a
E = 0

(
ð9Þ

Message forwarding strategy without same activities

Because the source node and the destination node does
not exist at the same activity, that is, Ai \ Ad = ;, mes-
sages cannot be transferred directly from the source
node to the destination node. Messages need relay
nodes in the relay activities to forward. There could be
multiple paths to forward messages from the source
node to the destination node through relay nodes. So
we try to find the optimal path from the source node to
the destination node.

Transmission probability based on link. If there is a node h
that shares the same activities with the message carried
node and attends the same activities with the destina-
tion node, we can build a link of message forwarding
by the relay node h, that is, (i! h! j). So the message
transmission probability based on the link can be
described in formula (10), where Pl(i, j) represents the
transmission probability of the node i and j by the link
l, ax is the same activity of node i and h, while ay is the
same activity of node h and j. Pax

(i, h) is the encounter
probability of node i and h, and Pay

(h, j) is the encoun-
ter probability of node h and j.

Pl(i, j)=Pax
(i, h)3 Pay

(h, j) ð10Þ

We can get the encounter cycle of two nodes in the
link, shown in formula (11), where Tay

(h, j) indicates the
encounter cycle of the node h and j in the activity ay,
z= minfN �g.

Tl(i, j)=
max Tax

i, hð Þ, Tay
h, jð Þ

� �
, Tax

i, hð Þł Tay
h, jð Þ

z 3 Tay
h, jð Þø Tax

i, hð Þ, Tax
i, hð Þ.Tay

h, jð Þ

�
ð11Þ

How to get the indirect delivery probability. There could be
multiple links between the source node and the destina-
tion node. We get the optimal path by the transmission
probability and the encounter cycle in the link. In order
to find the best link, we assume lT as the link that has
the shortest encounter cycle, and assume lP as the link
that has biggest encounter probability. Similar to the
solving process of the delivery probability in section
‘‘Message forwarding strategy with same activities,’’ we
can get the solution of the indirect delivery probability,
as shown in formulas (12) and (13).

If lT and lP are not the same link, the indirect deliv-
ery probability can be calculated as formula (12), where
Nl

PT = ½TlP i, jð Þ=TlT i, jð Þ� represents the number of lT

when lP does not occur, Nl
T = ½TTLr=TlT (i, j)� represents

the number of lT in TTLr, and Nl
P = ½TTLr=TlP(i, j)� rep-

resents the number of lP in TTLr.

Pl
m(i, j)=

1� 1� PlT i, jð Þð ÞN
l
PT 1� PlP i, jð Þð Þ

h iNl
P

, N l
P 6¼ 0

1� 1� PlT i, jð Þð ÞN
l
T , N l

P = 0,Nl
T 6¼ 0

PlP i, jð Þ, N l
T = 0

8>>><
>>>:

ð12Þ

If lT and lP are the same link, noted lE, then the indi-
rect delivery probability can be calculated by formula
(13), where Nl

E = ½TTLr=TlE i, jð Þ� represents the number
of lE in TTLr.

Pl
m i, jð Þ= 1� 1� PlE i, jð Þð ÞN

l
E , N l

E 6¼ 0

PlE i, jð Þ, Nl
E = 0

�
ð13Þ

Message forwarding procedure

If Ai \ Ad 6¼ ;, we will find out the best relay node by
the biggest encounter probability in the same activity.
If Ai \ Ad = ;, we try to find the optimal path from the
source node activities to the destination node activities.
The Procedure A and Procedure B will finish the differ-
ent task respectively as following.

Message forwarding procedure with same activities. The
node, which carries the messages, will send messages to
the encounter node, if the delivery probability of the
encounter node is bigger than that of current node.
Otherwise, messages cannot be forwarded to the
encounter node.

Procedure A.
Step 1. Node i encounters node j.
Step 2. If node j is the destination node, then send
messages to node j, go to Step 6.
Step 3. If there are no same activities between node i
and destination node, then turn to the message for-
warding strategy without the same activities.
Step 4. If there are no same activities between the
node j and destination node then go to Step 6.
Step 5. If node j has higher delivery probability, then
node i sends messages to node j.
Step 6. End of the algorithm.

The block diagram of message forwarding procedure
with same activities is shown in Figure 2.

Message forwarding procedure without same activities. The
main idea of messages forwarding without the same

Zhang et al. 7



activities is shown as follow. The node which carries
the messages sends messages to the encounter node, if
the indirect delivery probability of the encounter node
is bigger than that of current node. Otherwise, messages
are not be sent to the encounter node.

Procedure B.
Step 1. Node i encounters node j.
Step 2. If node j is the destination node, then send
messages to node j, go to Step 6.
Step 3. If there are the same activities between node
i and destination node then turn to the message for-
warding strategy with the same activities.
Step 4. If there are the same activities between the
node j and destination node, then send messages to
node j, and go to Step 6.
Step 5. If node j has higher delivery probability, then
node i sends messages to node j.
Step 6. End of the algorithm.

The block diagram of message forwarding procedure
without same activities is shown in Figure 3.

Simulation scenario and results analysis

Simulation scenario and parameters setting

In this article, we use the ONE (the opportunistic net-
work environment) to simulate, compare with the typi-
cal algorithms, such as PRoPHET, Epidemic, CMTS,
CMOT, and ICPP. Before the simulation begins, the
AMOF algorithm runs 1000 s to complete the prepro-
cessing for building activities. The specific simulation
parameters are set in Table 2.

In the above table, the value of the radius of activity
region is set to 100/150/200/250/300/350, respectively,
so that the influence of the range of activity occurrence
on message forwarding can be investigated. Similarly,
setting different parameter values for cache size, num-
ber of node, message TTL, the interval of message gen-
eration, and so on, can comprehensively consider the
effectiveness of the method proposed in this article.

Experiment results and analysis

Based on the simulation scenario in section ‘‘Simulation
scenario and parameters setting,’’ we compare and

Figure 2. Messages forwarding flow chart with the same activities.
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analyze the performance of six algorithms with different
parameters for activity radii, cache size, number of
nodes, TTL, and message interval. The metrics include
(1) the successful delivery ratio, (2) the network over-
head ratio, and (3) the average network delay.

The impact of the activity radii. In the current experiment,
we set that the number of nodes is 160, the node cache
size is 20 MB, and the message TTL is 360 min. We
survey the impact for the aforementioned different
routing algorithms by changing the radius of activities.
The simulation results are shown in Figures 4–6.

In Figure 4, we can observe that the AMOF,
CMOT, CMTS, and ICPP routing algorithms have
higher successful delivery ratio than that of the
PRoPHET and Epidemic. The reason is that the for-
mer four routing algorithms have considered the social
characteristics (i.e. the space characteristic of cluster-
ing) of the OMSNs, while the latter two routing algo-
rithms have not considered the network social
characteristics. The AMOF shows the highest success-
ful delivery ratio among them, because it not only con-
siders space characteristic, but also considers the time
cycle characteristics.

Figure 5 shows that the overhead of the CMTS,
CMOT, ICPP, and AMOF remains unchanged, while

Figure 3. Message forwarding flow chart without the same activities.

Table 2. The parameters of simulation scenario.

Parameters (unit) Values

Simulation region (m2) 7500 3 7500
Simulation time (h) 12
The radius of activity region (m) 100/150/200/250/300/350
The number of node 64/112/160/208/256
The movement velocity
of node (m/s)

3~9

The size of message (MB) 0.5~1
Cache size (MB) 5/7.5/10/12.5/15/17.5/20
The interval of message
generation (s)

25~35

TTL (min) 180/240/300/360/420/480
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the overhead of the PRoPHET and Epidemic decreases
when the radius of activity increases. The former four
algorithms have lower overhead than the latter two
algorithms, and the CMOT has the lowest overhead
among them. The reason is that the former four algo-
rithms consider the clustering characteristics and use
different message forwarding strategies for intra-cluster
and inter-cluster. The CMOT shows the best perfor-
mance because it uses ‘‘one-copy and one-hop for for-
warding’’ strategy in intra-cluster.

We can see that all algorithms increase the average
delay with increasing the radius of activity, and the
average delay of the Epidemic, CMTS, ICPP, and
AMOF is lower than that of the CMOT and
PRoPHET.

Synthesizing Figures 4–6, the AMOF increases the
successful delivery ratio, respectively, by 15.77%,

16.12%, and 31.36% comparing with the CMTS,
ICPP, and CMOT, when they have the similar over-
head and network delay.

The impact of cache size. In the current experiment, we
set that the number of nodes is 160, the activity radius
are 100 m, and the message TTL is 360 min. We survey
the impact for the aforementioned different routing
algorithms by changing the cache size. The simulation
results are shown in Figures 7–9.

In Figures 7 and 8, we can observe that the AMOF,
CMOT, ICPP, and CMTS routing algorithms have
higher successful delivery ratio and lower network over-
head ratio than that of the PRoPHET and Epidemic.
The AMOF shows the highest successful delivery ratio
among them, and the CMOT shows the lowest

Figure 4. Comparison of the delivery ratio in different radii.

Figure 5. Comparison of the overhead ratio in different radii.

Figure 6. Comparison of the average delay in different radii.

Figure 7. Comparison of delivery ratio in different cache sizes.
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overhead ratio. The Figure 9 shows that the average
delay of the AMOF, ICPP, and CMTS are not affected
by changing of cache size, while the average delay of
the CMOT, PRoPHET, and Epidemic increase with
increasing the cache size. The PRoPHET has the lowest
average delay among all algorithms.

The reason is that the AMOF, CMOT, CMTS, and
ICPP have considered the social characteristics of the
OMSNs, while the PRoPHET and Epidemic have not
considered the network social characteristics. The
PRoPHET uses ‘‘multi-copy and multi-hop forward-
ing’’ strategy to win the lowest average delay.

In summary, the overhead ratio and average net-
work delay of the AMOF algorithm almost are not
affected, the successful delivery ratio is highest value
among all compared algorithms, when the cache size
increases step by step.

The impact of the node number. In the current experiment,
we set that the cache size is 20 MB, the activity radius
are 100 m, and the message TTL is 360 min. We survey
the impact for the aforementioned different routing
algorithms by changing the node density. The simula-
tion results are shown in Figures 10–12.

In Figure 10, we can observe that all routing algo-
rithms increase the successful delivery ratio with
increasing the number of nodes. The successful delivery
ratio of the AMOF, CMOT, ICPP, and CMTS which
have considered the social characteristics of network
increase faster than that of PRoPHET and Epidemic.
The successful delivery ratio of the Epidemic increase
slowly before the number of nodes is 160, then it
decrease slowly after the number of nodes is 160.

Figure 8. Comparison of overhead ratio in different cache
sizes.

Figure 9. Comparison of average delay in different cache sizes.

Figure 10. Comparison of delivery ratio in different node
densities.

Figure 11. Comparison of overhead ratio in different node
densities.
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Among all compared routing algorithm, the AMOF
gets the highest successful delivery ratio, its successful
delivery ratio increases 7.37%, 13.58%, and 30.63%
than that of the ICPP, CMTS, and CMOT,
respectively.

Figure 11 shows that the AMOF, CMOT, ICPP,
and CMTS routing algorithms have lower network
overhead ratio than that of the PRoPHET and
Epidemic, so they are not sensitive to the changing of
the node number. Meanwhile the network overhead of
the PRoPHET and Epidemic increases quickly with
increasing the number of nodes. The reason is that the
node density becomes high with increasing the number
of nodes when the region of network is not change.
There is more message invalid forwarding in the rout-
ing algorithm of the PRoPHET and Epidemic.

Figure 12 shows that the AMOF and CMTS are not
sensitive to the changing of the node number, and have
lower average network delay than that of the CMOT,
ICPP, and Epidemic. The PRoPHET uses ‘‘multi-copy
and multi-hop forwarding’’ strategy to get the lowest
average delay, but its performance is not stable. When
the number of nodes is less than about 80, the average
network delay of the PRoPHET is higher than that of
the AMOF, CMOT, ICPP, and CMTS and is only
lower than that of the Epdemic.

The impact of the message TTL. In the current experiment,
we set that the number of nodes is 160, the cache size is
20 MB, and the radius of activity is 100 m. We survey
the impact for the aforementioned different routing
algorithms by changing the TTL of messages. The
simulation results are shown in Figures 13–15.

Figure 12. Comparison of average delay in different node
densities.

Figure 13. Comparison of delivery ratio in different TTLs.

Figure 14. Comparison of overhead ratio in different TTLs.

Figure 15. Comparison of average delay in different TTLs.
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Figures 13 and 14 show that with the increasing of
message TTL, the successful delivery ratio of the
Epidemic and PRoPHET decreased, and the network
overhead of the Epidemic and PRoPHET increased.
The reason is that the Epidemic and PRoPHET have
not the strategies to control redundant messages effec-
tively. While the AMOF, CMTS, ICPP, and CMOT
routing algorithms consider fully the constraints of
space and time, and use different message forwarding
strategies for intra-cluster and inter-cluster. So they get
higher successful delivery probability and lower over-
head ratio than that of Epidemic and PRoPHET.

In Figure 15, we can observe that the TTL of mes-
sage has a great influence on the average network delay.
When the TTL becomes long, the time for waiting and
picking the relay nodes also becomes correspondingly

long in routing algorithms of the AMOF, CMTS ICPP,
and CMOT. The CMOT is most significantly affected
by TTL. However, the Epidemic algorithm does not
wait and pick the relay node. The message is forwarded
once the node is encountered. When the TTL becomes
long, the Epidemic has more time to encounter more
relay nodes to forward messages.

The impact of the message interval. In the current experi-
ment, we set that the number of nodes is 160, the radius
of activity is 100 m, the node cache size is 20 MB, and
the message TTL is 360 min. We survey the impact for
the aforementioned different routing algorithms by
changing the message interval. The simulation results
are shown in Figures 16–18.

In Figure 16, we can observe that all routing algo-
rithms increase slowly the successful delivery ratio with
increasing the message interval. The reason is that the
number of messages decreased when the message inter-
val increased, so the forwarding probability of each
message becomes high, the successful delivery ratio
increased. The AMOF is best algorithm among them.

Figure 17 shows that the AMOF, CMOT, ICPP,
and CMTS routing algorithms have lower network
overhead ratio than that of the PRoPHET and
Epidemic. It shows that AMOF, CMOT, ICPP, and
CMTS routing algorithms are not sensitive to the
changing of the node number. Meanwhile the network
overhead of the PRoPHET and Epidemic increases
slowly with increasing the number of nodes. The reason
is that the AMOF, CMOT, ICPP, and CMTS control
the message copies, while the PRoPHET and Epidemic
do not limit the message copies. With increasing the
message interval, there is more message invalid for-
warding in the routing algorithm of the PRoPHET and
Epidemic.

Figure 16. Comparison of delivery ratio in different message
intervals.

Figure 17. Comparison of overhead ratio in different message
intervals.

Figure 18. Comparison of average delay in different message
intervals.
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Figure 18 shows that the AMOF, ICPP, CMTS, and
PRoPHET have lower average network delay than that
of the CMOT and Epidemic. The AMOF, ICPP, and
CMTS are not sensitive to the changing of the message
interval. The PRoPHET uses ‘‘multi-copy and multi-
hop forwarding’’ strategy to get the lowest average
delay when the message interval is less than 60 s. But
the CMTS has most stable performance of the network
average delay in these algorithms.

Conclusion

Based on spatial and temporal characteristics of nodes
in OMSNs, we proposed an AMOF algorithm. The
main idea is that we defined the activity which a group
of nodes attend it periodically and modeled a time-
varying activity-based network, denoted as
G =(A, T ,P). We select the relay node which has the
biggest delivery probability to forward messages when
the source node and destination node include the same
activity. Otherwise, we get the best path according to
the indirection delivery probability to transfer
messages.

In the simulation experiments, compared with previ-
ous classical opportunistic routing algorithms, the
AMOF algorithm achieved the optimal performance in
terms of message successful delivery ratio and has lower
network overhead and delay than other algorithms.

In the follow-up work, we will further study the
energy consumption of nodes in 5G network environ-
ment. On the premise of ensuring the security of data
transmission, the network structure and various attri-
butes of nodes are analyzed to improve the transmis-
sion performance and reduce energy consumption as
much as possible.
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